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Tactical Military Approaches  
to Counter Terror in J&K 

 

Abstract 

The principal objective of Security Forces (SF) in counter-

terrorism (CT) operations is to eliminate terrorist threats, thereby 

creating a secure environment where the government 

administration can function unhindered. All elements of the 

operation, from logistics and communication to field manoeuvres, 

must cohesively support the primary mission (Institute for Defence 

Studies and Analyses, 20241). This fundamental emphasis dictates 

that all associated activities, whether population control measures, 

area domination, IW or Perception Management, Op 

SADHBHAVNA, Civil–Military Relations, although important, are 

subordinated to the mission of neutralising terrorists and 

preventing the threat they pose. Time and resources are finite, 

operations are infinite. Thus, SF actions in CT operations are 

unambiguously mission-focused, intelligence-driven, and 

strategically aligned, upholding the principal objective. 

To implement this objective, the collection of raw information 

and its analysis is the foundation of all SF actions (Institute for 

Defence Studies and Analyses, 2024). Intelligence is not confined 

to information alone; it involves synthesising varied sources, 

contextualising local vulnerabilities, and anticipating terrorist 

tactics, which must be rigorously analysed to determine terrorist 

intent, capability, and possible weaknesses (MI5, 20242). 

Misjudgements in the synthesis of intelligence could severely 

 



 

NAVNEET BAKSHI 

M
A

N
E

K
S

H
A

W
 P

A
P

E
R

 N
O

. 1
2

4
, 2

0
2

6
 

6 
 

jeopardise mission outcomes. Thus, methodical purging of errors 

through exhaustive preparation and ongoing after-action 

investigation is accentuated at every echelon of command 

(Hughbank, 20103). We can further state that the lack of thorough 

scrutiny of our own operations also significantly contributes to 

mission failure. 

A thorough understanding of terrorist vulnerabilities 

necessitates multidisciplinary insight, blending technological 

acumen, psychological awareness, and socio-political expertise 

(United Nations Office on Drugs and Crime, 20234). Fulfilment of 

this mission requires us to study the major vulnerabilities of 

terrorists, common and frequent errors in tactical operations, the 

core subject of analysis of this paper, which are inadvertently 

committed due to combat fatigue, long-term deployment, frequent 

turnover of personnel and other human factors (Petersen, 19725; 

Heilbronn et al., 20226).  

Introduction 

The security environment in Jammu and Kashmir (J&K) is 

characterised by a complex and evolving tapestry of political, 

social, and military challenges. Nestled in a geopolitically sensitive 

region, J&K has experienced extensive periods of insurgency, cross-

border terrorism, and localised militancy, which pose enduring 

threats to regional stability and national security (Bhatia, 20247). 

The area’s unique topography, demography, and historical 

grievances contribute to a challenging operational environment for 

SF, necessitating tailored counterterrorism strategies that address 

both kinetic and non-kinetic domains (Kumar & Singh, 20238). 

In the evolving dynamics of counterterrorism operations within 

J&K, the holistic and truthful appraisal of tactical military 

operations is the foundation for guaranteeing security and strategic 
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7 
victory. The dynamic and multilayered threat environment of J&K, 

characterised by asymmetric warfare, cross-border terrorism, and 

the utilisation of complex networks of Over Ground Workers 

(OGWs) along with the regional and religious subtleties, dictates a 

comprehensive and protracted analysis of tactical procedures 

(Choudhary, 20259). Commanders must synthesise assorted 

intelligence inputs, extending from Human Intelligence (HUMINT) 

to Technical Intelligence (TECHINT), into comprehensible action 

plans, thereby guaranteeing that tactical choices are precisely 

directed and dynamically responsive to evolving threats (Sharma, 

202410). This intellectual thoroughness in decision-making is critical 

to aligning all lines of operation towards the dominant objective of 

neutralising terrorist threats, thus optimising resource utilisation 

and diminishing collateral penalties.  

 
Figure 1: J&K 
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8 
This further involves the key concepts integral to enhancing 

tactical efficacy of identifying terrorist vulnerabilities, including 

intelligence dependencies and behavioural stressors, and the 

recognition and mitigation of persistent operational errors such as 

the Errors of Convenience, Visibility, Attribution, and Justification 

(Patel & Raj, 202511). By providing an orderly synthesis, this 

analysis endeavours to equip commanders and policymakers with 

actionable frameworks. These frameworks are essential for the 

sustained disruption of terrorist networks through disciplined 

analysis, error mitigation, and strategic agility (Malik & Hussain, 

202412). 

We are all aware of the security threats in J&K and the current 

situation. Keeping the focus of this paper on the vulnerabilities of 

terrorists and operational errors would be appropriate. Thus, the 

security situation, background and terrain analysis have been 

restricted to keep the focus on the above aspects. 

Vulnerabilities of Terrorists 

Background  

The security situation in Jammu and Kashmir (J&K) remains 

one of the most intricate and dynamic operational landscapes in the 

current counterterrorism situation (Bhatia, 2024). Over decades, the 

region has experienced persistent terrorism, cross-border 

infiltration, and a resilient network of Over Ground Workers 

(OGWs) (Kumar & Singh, 2023). The volatile terrain, coupled with 

perceived socio-political grievances, has provided fertile ground 

for terrorism to flourish, posing significant challenges to security 

forces and undermining regional stability (Bhatia, 2024). Over the 

years, terrorist transitioned from mass groups to decentralised, 

cell-based operations that rely heavily on sleeper cells and 

clandestine logistics (Choudhary, 2025). The terrain, mountains, 

dense forests, and urban sprawls are exploited for covert 
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9 
movement and concealment, complicating interdiction efforts 

(Bhatia, 2024). This terrain advantage has dictated specialised 

tactics, persistent surveillance, and intricate intelligence operations 

to neutralise threats (Choudhary, 2025). 

 
Figure 2: On CCTV, 2 Terrorists Seen Entering Workers' Camp In J&K 

Before Attack, NDTV 

For terrorists operating away from overt state or organisational 

support, survival requires a precarious balance between 

concealment and the basic human necessities of food, shelter, and 

information. These constraints shape both their behaviour and 

contribute to their vulnerabilities (Akhtar, 199913). Cut off from 

reliable supply lines, terrorists select one of two deficient 

subsistence approaches: blending into local populations where 

feasible or retreating completely into remote, inaccessible terrain 

(Arce & Sandler, 200514). Assimilation can afford cover but 

demands continual vigilance imposing severe psychological strain; 

terrorists must perform social roles convincingly while suppressing 
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10 
normal human instincts to trust and connect, a continuous 

cognitive burden that degrades decision-making (Silver et al., 

200215). Seclusion in mountains, forests, or urban ruins diminishes 

the risk of exposure. However, it imposes logistical privations and 

intense monotony, fostering attrition through illness, accidents, or 

desertion (United Nations Office on Drugs and Crime [UNODC], 

201716). This dilemma, between the realistic need for sustainment 

and the calculated imperative of secrecy and operations, compels 

risky patterns of behaviour that are exploitable (United States 

Department of Justice, 201417). Since complete isolation is seldom 

sustainable, even the most cautious groups must intermittently re-

enter population centres or establish connections to local networks 

for food, medical aid, and intelligence (Akhtar, 1999). The 

consequential signatures produce social and economic footprints 

that can be detected (Arce & Sandler, 2005).  

For terrorists to endure, they require external covert support 

when operating in foreign lands. This means that they must always 

remain alert and active, leading to heightened stress and a lack of 

trust towards residents. Psychological stress, lack of trust, and the 

need to maintain secrecy degrade terrorist effectiveness over time 

(Akhtar, 1999). It is no surprise that terrorists often choose to stay 

and build hideouts in inaccessible terrain away from population 

centres. However, their need for sustenance and the human 

tendency to make contact frequently force them to compromise by 

staying or moving within population centres for short periods. This 

predisposition to avoid contact with all locals presents a challenge 

to their aim of remaining relevant and guaranteeing their survival, 

wherein lies their vulnerability, which is discussed in subsequent 

paragraphs. 



 

TACTICAL MILITARY APPROACHES TO COUNTER TERROR IN J&K 

M
A

N
E

K
S

H
A

W
 P

A
P

E
R

 N
O

. 1
2

4
, 2

0
2

6
 

11 
Dependency on Unreliable OGW Network 

Creating a reliable and accurate intelligence network is vital for 

providing early warning against SF operations in each area of 

responsibility (AOR) or the likelihood of large-scale operations in 

the general area (Duncan, 202318). The intelligence must be precise, 

dependable, and timely to enable terrorists to respond proactively 

while also allowing enough time to react and conceal their 

activities. However, it must be noted that terrorists cannot afford to 

respond to every move made by the security forces, as doing so 

would be inefficient and lead to exhaustion and undue stress, 

reducing overall operational effectiveness. Terrorists must 

therefore selectively respond to threats and develop patience to 

avoid burnout and sustain long-term viability (Soomro et al., 

202119). To enable this, terrorists nurture OGW, who function with 

fluctuating degrees of contribution and risk, providing critical 

peripheral support (Kashmir Still Facing 'Over Ground Workers' 

Problem? 202520). OGWs function as informants, guides, and vital 

sources of actionable intelligence for terrorist elements, allowing 

them to identify SF movements, potential targets, and safe routes 

for attacks or escape (Pandita, 202221). These OGWs can be of 

different shades, ranging from active collaborators deeply 

embedded in terrorist networks to passive sympathisers who may 

unwittingly or reluctantly provide support, as listed below: - 

• Dedicated OGW. Overground Workers (OGWs) who 

support the cause, motivated by an intrinsic ideological 

belief rather than any other external factors like Money or 

power, which could be incidental. Such intrinsically 

motivated support makes the OGWs trustworthy, and 

hence, they must be protected as valuable assets by the 

terrorists. Therefore, they cannot be endangered by 

frequent contact or routine tasks but would be activated for 

larger targeted incidents.  
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12 
• Disposable OGWs. Every OGW need not necessarily be an 

unarmed soldier committed to the cause. Disposable 

OGWs, who exist at the fringes, tend to be more overt and 

visible to the SF due to their frequent activity. The 

motivation is money or power without any compulsions. 

They are routinely utilised for communication, sustenance 

and as informants. 

• Coerced OGWs. These are the residents who have no 

option but to meet the demands of the terrorist for their own 

or their family’s security. These are unreliable and for non-

critical utilisation by the terrorists. They are the support of 

last resort for the terrorists.  

• Narco OGWs. The local population, which is vulnerable 

and addicted to drugs, would also be of limited value to the 

terrorists. It must be appreciated that these individuals 

cannot be reliable and have reduced value. Thus, they could 

be utilised for emergency-based activity, especially to find 

isolated spots for a short duration and to move out of an 

Area safely, thereby avoiding SF patrols. Efforts to cultivate 

such OGWs as sources or to break their network are of 

limited value in the outcomes of CT operations for the SF.  

Those with limited knowledge and who only perform routine 

tasks, like the last three identified above, are more susceptible to 

identification and are easier targets of the SF. Thus, although the 

identified and visible OGWs are easier to track, they are of limited 

value. Further, the modular structure, handler-based ecosystem, 

and cell-based modus operandi of terrorists in recent times have 

made even the dedicated OGWs of limited value for SF to eliminate 

terrorists.   
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13 

 
Figure 3: Srinagar: Police arrested four Lashkar-e-Taiba OGW in 

Bandipora, The News Now 

The survival instinct also forces the terrorists to avoid sources 

of TECHINT in their immediate vicinity. Lack of information on 

terrorist activity in an area does not indicate the absence of 

terrorists. Instead, it could suggest greater local support, leading to 

a lack of HUMINT, and terrorists avoiding the use of technological 

resources in the area. Increased presence by SF in such identified 

areas, thereby denying the area, could shake up the terrorists from 

these comfort zones and make them more vulnerable. Experiences 

in J&K have shown that the effort-benefit analysis of operations 

focused on breaking the OGW network is restrictive in achieving 

the primary aim. Thus, the more practical approach would be to 

displace and dislodge the terrorists from identified areas to render 

the OGW network ineffective and force the terrorists to rely on 

handlers across, thereby making TECHINT available.  
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Sustenance 

To survive, acquiring sustenance becomes a challenge for the 

terrorists who operate in concealed environments. Long-term 

consumption of "hard scale" rations, such as military meal-ready-

to-eat (MRE) packages, is unfeasible for human beings due to 

nutritional deficiencies and psychological impacts, which limit 

their viability beyond a few days (Hirsch & Kramer, 1993; U.S. 

Department of the Army, 199522). Consequently, social interaction 

and fresh provisions are recurrently pursued, highlighting the need 

for hideouts to be stocked with appropriate supplies for protracted 

periods while being restocked regularly (UNODC, 2017). In 

practice, terrorists create drop-off points that are remotely located 

away from their hideouts and beyond the typical movements of SF, 

letting them to obtain provisions without substantial risk (Arce & 

Sandler, 200523). These drop-off locations are often serviced by 

disposable OGWs, individuals who facilitate supply transfers but 

remain expendable to mitigate operational risk (Wikipedia, 202024).  

 
Figure 4: Hideout Busted at Gudder Encounter Site In J&K’s Kulgam, 

Daily Excelsior -September 9, 2025 



 

TACTICAL MILITARY APPROACHES TO COUNTER TERROR IN J&K 

M
A

N
E

K
S

H
A

W
 P

A
P

E
R

 N
O

. 1
2

4
, 2

0
2

6
 

15 
Further, the presence of hunters and other civilians who 

frequent these less accessible regions plays a pivotal role in 

maintaining supply chains, as their movements provide cover for 

the transfer of goods and reduce suspicion. Additionally, water, an 

essential and often scarce resource, compels terrorists to move 

frequently; thus, hideouts are typically established near natural 

water sources or in snowbound areas with reliable access to this 

precious liquid thereby vulnerable to analysed likelihood of 

detection by SF. Extensive searches of uncovered hideouts have 

yielded stocks of essential items such as cooking gas cylinders, food 

supplies including dry fruits and flour, water cans, and 

communication equipment, indicating the sustained logistical 

efforts needed to maintain survival in hostile environments 

(Business Standard, 202425). In terms of cooking, gas cylinders are 

favoured as they provide a reliable heat source while generating 

minimal smoke, thereby reducing the likelihood of detection via 

aerial or ground surveillance. The necessity for proximity to water, 

limited availability of cover, and reliance on discreet cooking 

methods mean that viable hideout locations are limited in number 

and geographical range (Deccan Herald, 202426).  

Despite attempts to remain concealed, the concentration of 

critical survival resources and the repetitive use of known drop-off 

points produce identifiable patterns of movement and supply chain 

footprints. The geographic constraint increases vulnerability to 

targeted detection and neutralisation when intelligence is 

effectively analysed and applied by SF. Therefore, while sustaining 

operations in isolated hideouts is achievable, the constraints 

imposed by human biological needs and environmental factors 

create inherent vulnerabilities, shaping terrorist behaviour and 

susceptible to effective countermeasures (Arce & Sandler, 2005). 
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16 
Compulsion to carry out Terrorist Initiated Incidents  

 
Figure 5: Terror attack on bus in J&K, New Indian Express 

The operational relevance of terrorists in conflict zones is 

deeply intertwined with their ability to execute Terrorist Initiated 

Incidents (TIIs) such as attacks on Security Forces (SF) and civilian 

targets. Without perpetrating such incidents, terrorists risk fading 

into obscurity, becoming merely armed individuals in remote areas 

with diminishing local support. This is because active engagement 

is a key metric by which both terrorist organisations and their 

sympathisers measure relevance and influence (Singh, 202327). The 

compulsion to prove operational capability forces terrorists into a 

cycle where risks must be regularly taken.  

The terrorists are put in a precarious position as they are 

compelled to undertake high-profile attacks to remain relevant. 

Each operation is fraught with the risk of exposure, either during 

the planning phase, due to informant leaks, or through detection 

by intensified intelligence and surveillance efforts by SF (Gupta, 

202228). As terrorist groups endeavour to sustain momentum and 

societal fear, the pressure frequently results in hurried or poorly 
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17 
coordinated strikes, magnifying risks to themselves. This dynamic 

is exacerbated by the unremitting evolution of counterterror 

technologies and tactics, which increases the probability of 

identification and neutralisation (Verma, 202329). 

The local community’s support plays a pivotal role in the 

terrorists’ sustainability. Such support often centres on the 

terrorists' apparent capacity to challenge the state effectively 

(Ahmed & Singh, 2023). When TIIs diminish, locals gradually 

doubt the value and resilience of these groups, withdrawing 

logistical aid and moral endorsement. This loss of community 

legitimacy further compels terrorists to undertake hazardous 

operations to restore their stature. The resulting feedback loop is 

detrimental: the more risks they take to stay relevant, the more 

vulnerable they become to SF interception and loss of life.  

In sum, the operational existence of terrorists is sustained by 

their ability to deliver impactful incidents, support from OGW 

networks, and community legitimacy, all of which are 

interconnected with risk-taking behaviour. Effective 

counterterrorist strategies rightly focus on security of all vulnerable 

assets and strengthen surveillance so as restrict free move by 

terrorists and increase the risk level of any operation. Degrading 

local legitimacy, augments the inherent vulnerabilities terrorists 

face in their quest for survival (Pandita, 2022; Ahmed & Singh, 

2023).  

Stress  

The Area of Responsibility (AOR) under the watch of security 

forces (SF) is constantly surveyed through a well-established 

counter-terrorism grid, which includes frequent population control 

measures, resource management, CCTV camera setups, 

administrative moves, and active engagement with the local 

population. The presence of comprehensive intelligence gathering 
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18 
means that terrorists cannot merely predict movements or patterns 

of SF activity, leading to a state of perpetual alertness and an 

inability to rest (Academia, 202430). Consequently, terrorists are 

forced to take calculated risks to evade detection and capture, 

operating under extreme psychological and operational pressure 

due to the omnipresent surveillance (All Military Operations, 

202531).  

 
Figure 6: Surveillance in J&K 

In such a context, the agility and rapid mobilisation capacity of 

the SF can tip the balance. When security forces deploy quickly to 

surprise terrorists or catch them in unexpected locations, the 

chances of neutralising the terrorist significantly increase (Aken, 

202432). This dynamic validates the importance of rapid response 

teams strategically deployed to react swiftly to intelligence inputs, 

thereby restricting terrorists’ ability to conceal themselves 

successfully (Aken, 2024). In sum, the constant overlap of 
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surveillance, community engagement, and rapid deployment 

creates an environment where terrorists face continuous 

operational risk, reducing their scope for manoeuvre and 

increasing their vulnerability to elimination. This creates undue 

and severe stress on the terrorist which unhinges him and reduces 

his capability. 

Recognised Terrorist Vulnerabilities 

The security environment in Jammu and Kashmir remains 

inherently volatile, marked by adaptive terrorist modalities, 

logistical challenges, and persistent external support. 

Understanding the intricate dynamics of terrorist vulnerabilities, 

including physical, intelligence, social, and psychological factors, is 

crucial for framing effective counterterrorism strategies. To 

summarise, vulnerabilities of the terrorists are as follows: -  

• Intelligence Network based on unreliable sources.  

• Sustenance through unreliable local population. 

• Compulsion to undertake Terrorist Initiated Incidents.  

• Propensity to take additional risks due to need to maintain 

relevance, fear, stress, and fatigue.  

Common Operational Errors and Challenges 

Background and Context 

Through prolonged deployments, specifically when 

institutional knowledge is retained and contact occurrence is 

reduced, combat fatigue is a common experience among personnel. 

This condition often manifests as complacency, where personnel 

develop overconfidence in their knowledge and operational 

abilities. Such complacency can inadvertently lead to operational 
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20 
errors because of reduced vigilance and underestimation of 

emerging threats (PMC, 201733).  

 
Figure 7: Combat Fatigue leading to Operational Errors 

Moreover, the psychological impact of prolonged stress affects 

decision-making, resulting in diminished judgment and sluggish 

reaction times during critical operations (Legacy of Legions, 

202434). Combat fatigue diminishes overall operational 

effectiveness by weakening focus and increasing the likelihood of 

mistakes, which can jeopardise mission success and personnel 

safety. Understanding human factors and cognitive biases is crucial 

in military operations at tactical level. These factors can generate 

significant operational errors, leading to failures in intelligence 

analysis or tactical implementation.  

This paper elucidates five serious classes of errors: Error of 

Convenience, Error of Visibility, Error of Attribution, Error of 

Justification, and Mirroring Assumptions, drawing from military 

psychology, cognitive science, and operational experience.  
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Figure 8: Classes of Errors 

Error of Convenience: Combat Fatigue 

Error of Convenience arises when decision-makers, drained by 

stress or operational tempo, opt for shortcuts or easy solutions 

instead of applying laborious, optimal procedures. Fatigue clouds 

judgment, impairs attention, and raises risk-taking. Humans have 

a natural tendency to fall into patterns of behaviour over time, often 

without conscious awareness, a phenomenon termed "Error of 

Convenience" in operational contexts. This behaviour pattern, 

while often helpful, can lead to operational blind spots as 

individuals repeatedly rely on previously successful methods and 

familiar routes during searches or movements (Engage EIC, 202035). 

For example, soldiers responsible for security checkpoints may 

neglect strict search protocols over time, relying on intuition 

instead. Similar is the case with section battle drills during 

administrative moves, Mobile Check Posts, Road Opening, and 

house searches wherein the drills and precautions are diluted over 

time as it is more convenient and easier to do so. 

In Search and Destroy Operations especially, personnel may 

favour habitual tracts or patches. This could also occur due to 

familiarity where repeated visual inspection leads to the feeling of 
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22 
having covered the ground. This convenient method of move and 

search leads to a perceived mistaken belief that all areas have been 

exhaustively covered, thereby unintentionally leaving "dead 

ground" or blind spots that can be exploited. This incomplete 

search creates a false sense of security when observers visually 

inspect remaining areas, deceived into thinking the search has been 

thorough (The Operation Edge, 202436). 

To mitigate this, a vigorous and deliberate debriefing process is 

indispensable. Actual debriefs encompass meticulously marking 

all physically searched areas and routes on a continuously updated 

map, allowing teams to visualise patterns of behaviour and 

geographic coverage, thus, identifying and addressing operational 

gaps and repetitive habits (The Operation Edge, 2024). Such 

detailed mapping during debriefings fosters greater awareness 

among personnel and commanders about their operational 

tendencies and potential vulnerabilities. Moreover, commanders 

play a crucial role in mitigating these errors by selecting deliberate 

routes and operational areas and maintaining strict controls over 

search patterns and team movements. This strategic planning 

reduces reliance on convenience behaviours and compels adoption 

of varied, unpredictable routes, minimising blind spots and 

enhancing operational effectiveness (Engage EIC, 2020). 

In essence, recognising and addressing the Error of 

Convenience through structured debriefings and operational 

discipline is vital to improving thoroughness and success in 

operations. This approach not only diminishes the risk of 

overlooked areas but also inculcates an ethos of incessant 

improvement and heightened attentiveness within operational 

teams, thereby preservation mission outcomes and personnel 

safety.  
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Error of Visibility: Intelligence Blind Spots 

Error of Visibility occurs when planners or analysts overlook 

vital data or disregard gaps in existing information. This happens 

due to information silos, over-reliance on familiar sources, or 

failure to challenge one's own assumptions. Error of visibility is a 

critical concept in counter-terrorism operations, reflecting the 

pitfalls of focusing solely on overt Over Ground Workers (OGWs) 

and familiar operational areas (UN Office of Counter-Terrorism, 

202337). This narrow focus may yield some results in the short term, 

but it lacks exhaustiveness because the most noteworthy threats 

frequently arise from less visible or hidden OGWs and activities. 

These unseen elements pose a greater risk, as their invisibility 

creates intelligence gaps that can be exploited by terrorist networks 

(OSCE, 202438). Therefore, the absence of fresh or noteworthy 

intelligence, often perceived as reassuring, is, in fact, a critical 

warning sign indicating potential blind spots in intelligence 

collection, especially in the presence of modern Technical 

Intelligence (TECHINT) capabilities (UN Office of Counter-

Terrorism, 2023). Human Intelligence (HUMINT), while valuable, 

is fundamentally imperfect and susceptible to deception and 

misinformation, making it unreliable as a solitary source of 

operational decision-making (OSCE, 2024). This constraint 

emphasizes the need for a thoughtful assessment of unobserved 

activities, recognising them as noteworthy intelligence gaps. Such 

gaps must be explicitly acknowledged in operational planning to 

ensure comprehensive coverage and risk mitigation (UN Office of 

Counter-Terrorism, 2023). 

Commanders must methodically integrate TECHINT and other 

intelligence disciplines into their planning cycles to address these 

invisible threats. They need to preserve a critical consciousness that 

lack of information is not a sign of safety but a prompt for deeper 

investigation and reassessment of intelligence assumptions. 
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Effective counter-terrorism thus hinges on multidisciplinary 

intelligence fusion, continuous reassessment of intelligence voids, 

and adaptive operational planning aimed at locating and 

neutralizing hidden threats (OSCE, 2024). 

Counter-terrorism success depends on recognising and 

addressing the Error of Visibility by expanding focus beyond overt 

activities, validating intelligence through multiple sources, and 

adapting operations to close intelligence gaps. Failure to do so risks 

operational surprise and compromised mission outcomes.  

Error of Attribution: Misattribution in Tactics and Intentions  

The Error of Attribution, rooted in the fundamental attribution 

error, is the misjudgement of the causes behind another's actions, 

typically over-emphasising internal (dispositional) rather than 

external (situational) factors. In military operations, this may mean 

attributing enemy tactics to ideology rather than environment or 

necessity. For example, commanders may interpret increased 

enemy attacks solely as signs of rising radicalism, discounting 

external triggers like local grievances or current incidents. 

The Error of Attribution arises when Security Forces (SF) and 

commanders develop patterns that become predictable to both 

terrorists and local populations (Borum, 201139). CT Operational 

dynamic demands relentless evolution of Tactics, Techniques, and 

Procedures (TTPs) to counter adversary adaptations successfully 

(Balbix, 202540). However, a common drawback is attributing 

operational failures to external factors, such as the absence of 

terrorists or widespread local collaboration, rather than critically 

evaluating and modifying the TTPs objectively (Breen-Smyth, 

201441). An illustrative example is the overreliance on covert 

operations, including the deployment of quadcopters as 

reconnaissance or pre-attack elements. Studies indicate these covert 

missions are unsuccessful approximately 80% of the time, as locals 
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often spot these devices, compromising the element of surprise 

(Farrow, 201642). Despite this, commanders may develop a false 

sense of security, perceiving these covert operations as effective 

due to selective visibility, creating a dangerous attribution bias 

(Rescue.org, 202043). This bias extends to the handling of critical 

intelligence inputs, including TECHINT and HUMINT also; 

misattribution leads to disregarding valuable intelligence that 

could otherwise lead to successful operations (Rid & Buchanan, 

201544). 

To mitigate external attribution errors, it is essential to conduct 

debriefings impartially and objectively, fostering a culture of 

continuous tactical reassessment and innovation (The Operation 

Edge, 2024). Debriefing processes should critically review all 

aspects of the operation, scrutinising failures, and successes alike, 

and avoiding preconceived notions about operational causality 

(APA, 201545). Commanders must foster an adaptive mindset, 

recognising that TTPs effective today may become obsolete 

tomorrow due to the dynamic nature of insurgent tactics (Balbix, 

2025). Crying for constant evolution in TTPs ensures that 

counterterrorism operations remain responsive and capable of 

meeting emerging challenges (Johnson et al., 201746). A connected 

factor to this process is the ability to absorb failures and accept 

shortcomings by the higher commanders so that the tendency to 

hide, justify through external attribution and minimise the extent 

of shortcoming is mitigated. 

Avoiding the Error of Attribution requires disciplined, 

objective analysis of operational outcomes, honest appraisal of 

tactics, and willingness to adapt. This approach enhances 

operational effectiveness and reduces the risk of repeated failures 

masked by external blame attribution. 
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Error of Justification: Biases in Analytical Reasoning  

Error of Justification is when analysts favour data or 

interpretations that support pre-existing beliefs or desired 

outcomes, a form of confirmation bias, frequently strengthened by 

organisational pressures. For example, planners cherry-pick 

evidence showing the success of a favoured tactic (e.g., utilisation 

of drones for confirmation of input of terrorist presence), while 

moderating or neglecting failures.  

The Error of Justification in intelligence analysis is of greater 

concern within counterterrorism operations, characterised by 

defective logical conclusions rising from premature cessation of 

data scrutiny or biased explanation of intelligence inputs (Labib, 

202247). This error is often aggravated by an overreliance on specific 

intelligence source, leading to discriminatory consideration and 

subsequently flawed conclusions that hinder operational success 

(Williams, 202348). Effective counterterrorism demands all-

inclusive, focused examination of all available intelligence, 

notwithstanding of initial biases or preconceived notions, 

guaranteeing that no pertinent input is discounted prematurely 

(Whitesmith, 202349). To mitigate this error, intelligence analysts 

must adopt structured analytic techniques (SATs) designed to 

reveal and counteract cognitive biases, such as confirmation bias 

and groupthink, that distort judgment (Mandel, 201850).  

The practice of "thinking like a terrorist" is supreme; by 

adopting the adversary’s perspective, analysts anticipate tactics 

and objectives that may not be directly obvious in the data (CBS 

News, 201051). This approach enhances situational awareness and 

fosters innovative operational strategies aligned with evolving 

threat landscapes (Total Military Insight, 202452). 

Moreover, overdependence on Human Intelligence (HUMINT) 

or Technical Intelligence (TECHINT) alone risks analytical gaps; 
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fusion of multidisciplinary intelligence streams enhances the 

analytic process and reduces the probability for unwarranted 

justification of methods and results (Brookings Institution, 201653). 

Evading the Error of Justification demands vigilant, unbiased 

evaluation of all intelligence inputs, continual adaptation of 

analytical frameworks, and an adversary-centric mindset. These 

ensure that counterterrorism efforts remain agile, evidence-based, 

and effective against dynamic terrorist threats. Further, rigorous, 

impartial debriefings following operations are indispensable to 

discover analytical errors and recalibrate assumptions, thwarting 

the institutionalisation of ineffective practices (The Operation Edge, 

2024). 

Mirroring: Projecting Own Thinking onto Adversaries 

Mirroring occurs when analysts assume adversaries think, act, 

and value what they themselves do, rather than appreciating key 

cultural, historical, or psychological differences (Dobson-Keeffe, 

201554). For example, we have a tendency to anticipate tactics 

within one's experience or value system. Military planners may 

expect adversaries to avoid high-casualty operations, projecting 

our casualty dislike, onto terrorist groups while analysing their 

activities or capabilities.  

SF need to recognise that their ability to operate from secure 

and established bases, as well as their regular interactions with 

residents, provide significant advantages over their adversaries 

(Geoorgiev, 201755; Role of Special Forces, 202456). Terrorists, on the 

other hand, lack such support, as they are obligated to depend on 

local resources and are continuously at risk of being exposed 

and betrayed (Newell Jr., 200657). If a terrorist encounters SF, they 

are unable to determine with certainty who may have divulged 

their whereabouts, nor can they easily relocate to a secure 

and permanent safe zone. As such, they are forced to move 
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away from populated areas and seek refuge in remote and 

inaccessible terrain, where they can regroup and evade 

SF pursuers (Stewart, 202358). The initiative of staying alive 

being with them, terrorists can cross ridgelines continuously and 

maintain observation on their pursuers (Bester, 202359). They are 

also willing to endure significant hardship and employ any means 

necessary to survive (de Wijk, 202260).  

For local terrorists, the option of blending in with the local 

population is a feasible tactic, as community members may 

be disinclined to betray those with whom they are 

acquainted (Stewart, 2023). It is critical for SF to recognise that any 

movement undertaken by terrorists is done so with a specific 

purpose or objective in mind. Failure to analyse the underlying 

reasons for such movements, while solely focusing on neutralising 

the terrorist threat, could fail to anticipate and respond 

effectively to their next move.  

SF needs to avoid projecting their own mindset onto their 

adversaries and instead adopt a more informed understanding of 

terrorist tactics and objectives (Geoorgiev, 2017). 

Adaptive Tactics: Closing Our Gaps, Exploiting Terrorist 

Weaknesses 

The SF are the iron fist of the GoI, the option of last resort. The 

function of SF is to dominate terrorists through force, thus allowing 

civil administration to function. To eliminate terrorists, all other 

lines of operations, viz, civil-military interaction, Op 

SADBHAVANA, etc, are supporting operations and must be 

treated as such. Below is a comprehensive set of recommendations 

spanning core operational pillars, intelligence integration and 

fusion, operational planning and error management aimed at 

fostering organisational resilience, adaptability, and continuous 

improvement. 



 

TACTICAL MILITARY APPROACHES TO COUNTER TERROR IN J&K 

M
A

N
E

K
S

H
A

W
 P

A
P

E
R

 N
O

. 1
2

4
, 2

0
2

6
 

29 
Learning to Recognise and Counter Errors 

Become proficient at operational realms means evolving an 

intense awareness of these human factors. Can you recall an 

experience, wherein we wondered how is it so easy for skilled 

people to fall into these traps even when they "know better?" 

Errors in intelligence and operational analysis can compound 

and become self-perpetuating, creating a cycle of failure that 

undermines counterterrorism efforts. This compounding effect 

rises when original analytical or operational errors lead to flawed 

decisions, which in turn produce further errors, forming a feedback 

loop that is difficult to interrupt (Labib, 202261). The complexity of 

intelligence data, coupled with the cognitive limitations and biases 

of analysts, contributes to this cycle by causing misinterpretation, 

oversight, or premature closure of analysis (Jones, 200562). In 

adversarial contexts like counterterrorism, even minor errors can 

cascade through interconnected systems, magnifying their impact 

due to the systemic nature of security environments (Carnegie 

Endowment, 202263).  

 
Figure 9: Mitigation Strategy 
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Evading such self-reinforcing cycles necessitates a holistic 

approach that acknowledges the interconnectedness of all elements 

within the operational and intelligence ecosystem. A holistic 

perspective caters for the systemic impact of decisions, 

emphasising how changes in one area reverberate across others, 

thus providing a more accurate understanding of risks and 

consequences (Bjorgo, 201664). Holistic strategies also prioritise 

continuous learning and adaptation, highlighting the importance 

of feedback loops from past operations to improve future 

performance (LinkedIn, 201865). This requires embedding 

comprehensive debriefing and after-action reviews that not only 

identify individual mistakes but also examine systemic causes of 

failure, supporting organisational resilience (The Operation Edge, 

2024). Leaders must foster cultures that encourage critical reflection 

and open communication to detect and interrupt error 

amplification cycles early (Mandel et al., 201866). The Mitigation 

Strategies would include: - 

• Fatigue Management: Enforce rest cycles, monitor 

workloads, prioritise mental health. 

• Blindspot Analysis: Foster cross-team communication, 

encourage info sharing, look for unknown unknowns. 

• Attribution Checks: Use structured debriefs and checklists 

to surface situational factors. 

• Justification Audits: Hold regular 'red team' sessions and 

incentivise constructive dissent. 

• Cultural Intelligence Training: Expose teams to adversary 

perspectives, integrate local expertise in planning. 

Tackling compounded errors in counterterrorism dictates 

moving beyond isolated fixes toward systemic solutions that 

consider the broader environment and interdependencies, 
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including organisational. By adopting holistic methodologies, 

agencies can produce robust, adaptive, and self-correcting systems 

that increase the likelihood of maintainable success and diminish 

vulnerability to cascading failures. The operational environment is 

always dynamic; cycles of failure can only be avoided by systems 

that learn, adapt, and stay connected. Whether in government, the 

military, or civil support, holistic approaches empower 

stakeholders to see beyond their individual boundaries, leveraging 

collective strength for success in the face of complexity. 

Intelligence Integration and Analysis to Exploit Weakness 

Effective counterterrorism operations rely heavily on the 

integration of diverse intelligence sources, Human Intelligence 

(HUMINT) and Technical Intelligence (TECHINT), to develop a 

holistic understanding of terrorist activities (Smith, 202267).  

 
Figure 10: Intelligence Fusion Techniques 
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HUMINT involves intelligence gathered from human sources, 

including informants, undercover agents, and interpersonal 

networks, providing critical insights into intentions, motivations, 

and the nuanced social context behind terrorist behaviour (Johnson 

& Baker, 202368). Conversely, TECHINT encompasses the use of 

technological tools such as signal interception, drone surveillance, 

cyber monitoring, and geospatial analysis, offering real-time data 

acquisition and broad situational awareness (Williams, 202169). The 

fusion of HUMINT and TECHINT is crucial for overcoming the 

limitations inherent in relying on either source independently 

(Anderson, 202370). While TECHINT provides scalable, rapid, and 

objective data, it may lack the contextual depth and cultural 

understanding unique to HUMINT (Morris, 202271). Furthermore, 

TECHINT platforms can guide HUMINT operatives toward targets 

by highlighting patterns or anomalies imperceptible to human 

observation alone (Garcia & Patel, 202472). Integration of all 

intelligence could be achieved as under: - 

Hybrid intelligence teams and operations optimise 

counterterrorism effectiveness through multi-level collaboration 

(Lamb, C. J, 202373). At the operational level, mixed teams of 

HUMINT operatives and TECHINT/analytics experts work in real 

time, with HUMINT corroborating, explaining, or challenging 

machine-flagged patterns such as signal interceptions or AI alerts, 

thereby providing crucial context for ambiguous data, for example, 

a drone spotting a convoy can be discerned by HUMINT assets as 

either a wedding party or militant transport (Anderson, 2023; 

Garcia & Patel, 2024). At the strategic level, TECHINT data like 

surveillance patterns or communication metadata guides HUMINT 

efforts toward high-value targets or areas indicated as likely threats 

by technological signals (Johnson & Baker, 2023; Lee, 2023). For 

decision-support, leadership benefits from combined intelligence 
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enriched with human interpretation and objective data, increasing 

reliability and reducing errors (Kumar, 2023; Morris, 2022). 

Mapping and visualisation techniques further enhance 

intelligence fusion by integrating diverse data sources. Geospatial 

intelligence (GEOINT) overlays TECHINT data such as satellite 

imagery and cell phone traffic on HUMINT reports from 

informants or local interviews, providing spatial context to human-

derived information (Garcia & Patel, 2024). Network diagrams 

illustrate connections among persons, events, and locations 

identified by both TECHINT, such as social media analytics, and 

HUMINT, like informants inside terrorist cells, helping to reveal 

complex operational links (Anderson, 2023; Lee, 2023). 

Visualisation tools enable analysts to spot convergence points 

where technical surveillance and human reporting coincide, which 

indicates elevated threat likelihood (Kumar, 2023). For example, 

analysts can cross-map patterns of cell phone usage with known 

addresses or meeting locations from HUMINT to reveal staging 

areas or recruitment hotspots (Wang & Chen, 202474). 

Cross-referencing and source validation rely on triangulation, 

where TECHINT indicators like device movements and intercepted 

messages are cross-checked against HUMINT reports relating to 

suspected individuals or activities (Anderson, 2023; Lee, 2023). 

Verification techniques involve corroborating names, dates, 

behavioural patterns, and habits in both technical logs and human 

testimony (Kumar, 2023). Discrepancies, whether technical data 

might be spoofed or informants misreporting, prompt further 

review. While advanced analytics platforms auto-flag 

inconsistencies for analyst scrutiny, human judgment remains 

essential, especially to interpret cultural nuances or subtle 

deceptions (Garcia & Patel, 2024). An illustrative activity includes 

a HUMINT asset reporting a suspicious meeting at a café, 

prompting TECHINT teams to verify via surveillance for matching 
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mobile device pings, license plates, or intercepted communications 

(Wang & Chen, 2024). 

Pattern analysis aids reliable identification through temporal 

patterning, analysing time-based data like call logs and device 

movements to detect anomalies uncommon in the general 

population but prevalent in terrorist networks, with HUMINT 

interpreting whether these signals are real threats or innocuous 

events (Anderson, 2023; Kumar, 2023). Behavioural patterning 

matches digital behaviours such as social media activity or 

encrypted channel use with psychological profiles derived from 

HUMINT (Garcia & Patel, 2024). Link analysis fuses TECHINT 

network topologies with HUMINT information on personal 

relationships and hierarchy to map terrorist cells and leadership 

structures (Lee, 2023; Wang & Chen, 2024). New patterns or errors 

trigger debriefings to adapt models, correct assumptions, and 

update priorities. For example, AI may flag clusters of suspicious 

phone numbers based on call frequency and locations, which 

human analysts cross-check against HUMINT (Kumar, 2023). 

Continuous, objective debriefing involves designed reviews 

of intelligence operations, enabling analysts to learn, correct errors, 

and improve fusion systems (Jones & Smith, 2023). Psychological 

safety is critical, fostering honesty and self-reflection where 

participants can admit mistakes and challenge assumptions 

without fear, an established factor in effective learning (Garcia & 

Patel, 2024). Inclusive reviews convene both HUMINT operatives 

and TECHINT analysts’ post-operation to minimise siloed 

perspectives and ensure comprehensive evaluation (Lee, 2023). 

Error tracking documents flag positives, negatives, and cultural 

misinterpretations, reviewing patterns leading to continuous 

improvement (Wang & Chen, 2024). Insights gleaned from debriefs 

refine algorithms, adjust collection priorities, and modify HUMINT 

approaches, creating reciprocal human-machine learning cycles 
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that accelerate problem-solving and operational agility (Anderson, 

2023). 

This integrated, systematic approach, which combines hybrid 

teams, sophisticated mapping, rigorous validation, advanced 

pattern analysis, and thorough debriefing, underpins effective 

counterterrorism intelligence fusion. It maximises operational 

awareness, reduces errors, and ensures dynamic responsiveness to 

evolving threats. 

To illustrate the practical application of intelligence fusion 

techniques, consider the following operational examples derived 

from recent counterterrorism efforts in Jammu and Kashmir (J&K):- 

Example 1: Targeted Operations Using HUMINT and 

TECHINT Integration 

HUMINT sources indicated the presence of a terrorists 

planning some attack in a specific urban locality. Concurrently, 

TECHINT platforms, drone surveillance, trail camera and signal 

interception, established suspicious activity in the same area, 

including the movement of individuals with arms and the use of 

encrypted communication. Fusing the HUMINT reports with 

TECHINT data enabled commanders to verify the threat's 

specificity. This multidimensional synthesis led to a well-

coordinated raid, successfully neutralising the terrorists before the 

attack could be executed.  

Example 2: Pattern Analysis for Disrupting Logistic Supply 

Routes 

Prolonged pattern analysis of intercepted communications and 

logistical movements by TECHINT, such as vehicle tracking and 

cyber signals, identified a recurrent area used by terrorists. 

HUMINT operatives within local communities provided 

contextual insights about terrain accessibility, local support 
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networks, and behavioural patterns of logistical couriers. 

Combining these intelligence streams enabled security agencies to 

set up ambush points, intercept multiple supply couriers, and 

dismantle key logistical hides. Continuous mapping and cross-

referencing facilitated “pattern analysis,” which predicted future 

movement and enabled pre-emptive interdiction. 

Example 3: Pattern Recognition in IED Threat Mitigation 

Advanced pattern recognition algorithms processed large 

datasets of IED attack locations, triggers, and materials recovered 

during operations in J&K. These analytic tools highlighted 

commonalities, such as frequent use of certain explosive precursors 

or specific ambush points along critical routes. When HUMINT 

confirmed insider knowledge of these patterns, field teams could 

prioritise patrols in high-risk areas, reinforce vulnerable 

checkpoints, and conduct proactive searches. This layered 

intelligence approach significantly reduced the frequency of 

successful IED attacks in regions previously targeted. 

Example 4: Continuous and Objective Debriefing for Error 

Correction 

In an operation, after-action debriefing sessions involving field 

commanders and intelligence analysts identified discrepancies 

between HUMINT and TECHINT inputs, specifically, false leads 

from a human source that diverted resources. The debriefing 

process elucidated the biases influencing the interpretation of 

signals, leading to updated protocols for cross-verification and 

source validation. In a later case, TECHINT was analysed through 

biases and had more interpretation than data, which resulted in 

wasteful utilisation of SF resources. Incorporating lessons learned, 

the force improved its intelligence fusion process, reducing similar 

errors in subsequent missions. These systematic reviews reinforced 
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the importance of objective evaluation and adaptation in 

maintaining operational effectiveness. 

 

 
Figure 11: Intelligence Integration and Analysis 

These examples highlight how the practical use of integrated 

intelligence collection, through mapping, cross-referencing, and 

pattern analysis, improves predictive accuracy, operational 

targeting, and threat mitigation in counterterrorism efforts. the 

fusion of HUMINT and TECHINT leverages the complementary 

strengths of human judgment and technological ability. Mapping, 

cross-referencing, and pattern analysis offer structured 

frameworks while continuous and objective debriefing acts as an 

essential mechanism for reducing errors and adjusting intelligence 

methods. Objective debriefings act as essential feedback loops, 

ensuring that lessons from past failures shape future strategies, 

reduce errors, and boost operational success in complex 

environments like J&K. 
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Holistic and Systemic Approaches to Mitigate Operational 

Errors 

A holistic and systemic method is critical for victory in complex 

operational environments, whether in national security, military 

operations, disaster relief, or inter-agency campaigns. This 

perspective recognises that every action, decision, and 

organisational protocol is part of an interconnected system where 

problems and solutions spread throughout the entire network 

(Patel & Adams, 2022). By understanding this interconnectedness, 

organisations are better prepared to anticipate compounding 

errors, avoid cycles of failure, and leverage the strengths of 

cooperative, integrated teams (Williams & Chen, 2021). A holistic 

approach encompasses considering not just fragmented parts of an 

operation, but also how those parts interrelate. In contemporary 

situations, where agencies, military units, civilian actors, and local 

populations all have codependent but apparently distinct parts, 

narrowly focused, "siloed" strategies create blind spots, 

inefficiencies, and misunderstandings (Jones et al., 2023). This is 

why military, and governmental organisations are progressively 

reformatting procedures to prioritise integration and collaboration. 

Data silos in businesses hinder collaboration and decision-making; 

similarly, information silos in operations impede the flow of critical 

intelligence, reducing situational awareness and coordination 

effectiveness (Brown, 2020). Holistic strategies encourage the free 

exchange of data and communication between departments, 

agencies, or units, delivering a more comprehensive operational 

picture.  

Systemic thinking means viewing problems as part of a 

network of causes and effects, seeing the "big picture" rather than 

isolated incidents. This encourages teams to map how decisions 

and errors propagate, anticipate side effects, and design processes 

with built-in resilience. It calls for continuous feedback loops and 
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regular reviews. It debriefs to catch minor issues before they 

compound and prioritises learning from every step, not just 

outcomes. It is prudent to carry out holistic scenario planning, 

horizon scanning, and strategic foresight techniques to anticipate 

emerging threats and operational disruptions (Smith & Lewis, 

2022). 

Error Management 

To institutionalise systematic error identification, organisations 

must develop comprehensive systems for tracking, analysing, and 

reporting operational errors, supported by real-time feedback 

loops and actionable after-action reviews (Smith & Johnson, 2022). 

Deploying robust incident reporting requirements alongside 

automated detection tools ensures rapid recognition of operational 

failures, near misses, and vulnerabilities (Brown, 2021). It is 

essential to foster a blame-free learning culture by reframing errors 

as opportunities for growth rather than punishment, with honest 

debriefings and error logs serving as vital resources for 

organisational resilience (Patel et al., 2023). Proactive reporting and 

rigorous analysis of mistakes should be recognised and rewarded 

to incentivise continuous improvement. After-action reports and 

error logs enhance institutional memory which prevents repeated 

errors in operations.  

Habitually planned, organized after-action reviews (AARs) 

must be mandatory after every single operation, engaging all 

pertinent stakeholders to document lessons learned and integrate 

these understandings into modernized policies, protocols, and 

training curricula (Lee & Anderson, 2023). The integration of red 

teaming and alternative analysis, including war-gaming, devil’s 

advocate roles, competing hypotheses, and mirror imaging, 

meticulously tests assumptions, exposes vulnerabilities, and 

thwarts groupthink, thereby consolidating operational plans 
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(Garcia & Martinez, 2024). Incessant training and simulation 

exercises should evolve into immersive, real-world simulations 

that test decision-making, stress responses, and system adaptability 

(Kumar & Singh, 2023). Leveraging AI-powered adaptive 

simulations embedded in existing threat intelligence augments the 

realism and dynamism of scenarios (Chang, 2024). Cross-functional 

and cross-agency exercises build critical familiarity, trust, and 

interoperability among diverse teams (Wilson et al., 2022).  

Operational readiness can be additionally reinforced through 

scenario-based behavioural reinforcement and role-specific risk 

management exercises intended to minimise human error and 

improve real-world effectiveness (O’Neill, 2021). Finally, curricula 

should undergo institutionalised, continuous reviews and updates 

incorporating the lessons from recent operations, exercises, and 

debriefings, while external experts’ audits, maybe from 

neighbouring formations or think tanks, ensure alignment with 

best practices and emergent realities (Turner, 2023). This cohesive 

framework embeds learning, error management, and agility within 

organisational culture, thereby enhancing resilience and 

operational success (Patel et al., 2023). 

When organisations focus on reducing errors through 

institutional practices, such as intensive training, resource 

management, and stress or fatigue management, personnel become 

more attentive, resilient, and adaptable to changing conditions 

(Jones & Carter, 2022). This amplified awareness, reinforced by 

ongoing education in high-risk and complex environments, 

empowers individuals and teams to identify, report, and address 

potential mistakes before they deteriorate.  
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Figure 12: Error Management 

Surgical Changes, Measurable Outcomes at Tactical Level 

All activities, however trivial they may seem, are important for 

synthesising intelligence, even those that appear false or untrue. 

The information from both TECHINT and HUMINT is mutually 

exclusive yet collectively comprehensive, as discussed earlier; one 

being almost perfect and the other biased. A detailed analysis is 

necessary to identify patterns that should stimulate our curiosity 

and help us gain insights into the likelihood of terrorist presence or 

otherwise. A brief method to achieve this desired level of analysis 

is as follows:  

• At the unit level, all TECHINT should be plotted on the 

map.  

• All HUMINT is overlaid onto this intelligence map. This 

information may be corroborated or uncorroborated. 

Different colour codes could be utilised.  

• Background information available, especially of past 

encounters, contacts and OGW network, is then 

superimposed on top of this intelligence map.  
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• Analysis of why the terrorist came to that area would be the 

first question to be answered. He has his life at stake, and 

all his moves will have a purpose. Identifying this purpose 

is 80% of the operation.  

• Plot own operations on the same overlay. This would give 

out the interplay of terrorist information and the pattern of 

own operations. Whether the lack of contact is due to our 

operational strategy or the OGW network active in the area 

will be answered post the analysis.  

This analysis will provide a comprehensive picture of the entire 

CT operations, leading to the modification of our TTP, which will 

bring us the desired success. Senior leaders should routinely 

demonstrate humility, accountability, and a willingness to learn 

from both successes and failures. Publicly acknowledging lessons 

learned from mistakes fosters a culture of continuous 

improvement. 

 
Figure 13: Layered Intelligence Map Framework 
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Conclusion  

The effective elimination of terrorists fundamentally depends 

on the leadership of a proactive company commander working 

closely with a committed team. The primary duty of the company 

commander is to coordinate all lines of operation, whether 

intelligence gathering, surveillance, reconnaissance, or direct 

engagement, towards the single, clear goal of neutralising terrorist 

threats (Military Missions, 2025). An active commander must also 

forestall the progression of terrorist tactics and adapt the team’s 

tactics, techniques, and procedures (TTPs) suitably, thereby 

sustaining operational advantage (Balbix, 2025). This adaptability 

is crucial given the multifaceted and volatile nature of terrorist 

networks, which employ asymmetric methods to avoid detection 

and escalate impression (Rid & Buchanan, 2015). An analytical 

approach to information empowers commanders and their teams 

to make informed decisions, prevent common errors of attribution 

and justification, and pursue actionable intelligence relentlessly 

(Williams, 2023; Whitesmith, 2023). This unified purpose requires 

constant vigilance to ensure that each part of the operation works 

in harmony with the others, preventing fragmentation that could 

create gaps exploited by adversaries (Carnegie Endowment, 2022). 

Effective team coordination is essential for quickly responding to 

changing threat environments by incorporating lessons from past 

engagements through thorough debriefings and feedback 

mechanisms (The Operation Edge, 2024). 

Clear focus on operational objectives, supported by continuous 

intelligence, standardised procedures, and adaptable leadership, 

guides teams to make deliberate, informed decisions that enhance 

mission effectiveness, reduce distractions, and align resources with 

the commander’s intent (Williams & Carter, 2019). With error 

reduction and operational focus as guiding principles, 

organisations create a deliberate cycle of improvement where after-
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action reviews and feedback mechanisms enable learning from 

mistakes, quick adaptation of tactics, and the formal adoption of 

best practices (Taylor & Morgan, 2021). These processes not only 

reinforce technical skills but also uphold ethical standards, helping 

to prevent civilian harm, preserve public trust, and defend moral 

responsibilities during conflict and crisis (Roberts & Hale, 202375). 

By eradicating errors and preserving operational focus, 

organisations and commanders accomplish greater mission success 

rates. The error reduction augments speed and agility, allowing 

forces to adapt rapidly to the dynamic and complex operational 

environments (Nguyen et al., 202276). Furthermore, satisfying this 

focus boosts morale and unit cohesion while instilling confidence 

across all stakeholders (Roberts & Hale, 2023). Eventually, this 

controlled tactic raises organisational resilience, enabling it to adapt 

and thrive even when faced with unforeseen challenges, thereby 

unswervingly enriching operational effectiveness (Smith, 202077). 

When error management and operational focus are entrenched in 

organisational ethos, every level of planning, execution, and review 

profits. Improved outcomes are not accidental, they are the direct 

result of disciplined, holistic, and adaptive efforts to minimise 

mistakes and maximise performance across the operational 

spectrum (Williams & Carter, 201978). 

Finally, commanders hold the ethical and operational 

obligation to defend their forces while accomplishing mission 

goals. This dual commitment stresses a steadfast commitment to 

careful analysis, error correction, and fostering a culture of ongoing 

learning and responsiveness within the unit. Through disciplined 

leadership and coordinated efforts, the dynamic company 

commander becomes the crucial element that turns intelligence into 

successful counterterrorism operations, controlling every line of 

operation unswervingly towards the mission’s objective. 
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